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Abstract—In this paper, we develop a model for evaluating the blocking
probability of various connection management protocols for wavelength-
routed optical networks with dynamic lightpath establishment. The model
characterizes both the blocking due to insufficient resources, as well as
the blocking due to multiple interfering connection requests. We then
use the analytical model to compare two connection management schemes,
one which utilizes source-initiated reservation, and another which utilizes
destination-initiated reservation.

I. I NTRODUCTION

In a wavelength-routed optical network, all-optical connec-
tions, or lightpaths, may be established on an end-to-end ba-
sis between two nodes. These lightpaths provide transparent
communications and eliminate electronic costs and bottlenecks
at intermediate nodes. If the traffic in the wavelength-routed
network is dynamic, then connection requests for establishing
lightpaths will arrive to the network over time. When a connec-
tion request arrives to the network, a connection management
protocol is responsible for finding a route and a wavelength
for the lightpath, and for reserving the appropriate network re-
sources. After some holding time, the connection may depart
from the network and the lightpath will be removed.

A key measure of performance in dynamic wavelength-
routed networks is the blocking probability, or the probability
that an incoming connection request will be denied. One source
of connection blocking is insufficient network resources. If
a route with sufficient capacity cannot be found between the
source node and destination node, then the connection request
must be blocked. Furthermore, if there are no wavelength con-
verters in the network, then the lightpath for the connection
must utilize the same wavelength on each link in the path be-
tween the source node and the destination node. If no such
wavelength is available, then the connection will be blocked,
even if capacity is available.

Connection blocking may also occur when routing and
wavelength assignment decisions are made based on outdated
network state information. State information may be outdated
if state updates have not yet propagated throughout the net-
work, or if multiple simultaneous connection requests interfere
with each other. When a lightpath is being established, control
messages must propagate along the route of the lightpath in or-
der to reserve network resources. It is possible that resources
along the route which were available when the connection re-

quest was first initiated at the source node will no longer be
available by the time the control message reaches the desired
resource. In such a case, the request will be blocked.

While near-term emerging systems may be fairly static, with
lightpaths being established for long periods of time, it is ex-
pected that, as network traffic continues to scale up and be-
come more bursty in nature, a higher degree of multiplexing
and flexibility will be required at the optical layer. Thus, light-
path establishment will become more dynamic in nature, with
connection requests arriving at higher rates, and lightpaths be-
ing established for shorter time durations. In such situations,
blocking due to conflicting connection requests may become
an increasingly significant component of the overall connection
blocking probability.

Blocking probability in wavelength-routed optical networks
has been studied analytically in a number of previous works
[1], [2], [3]; however, most prior studies focus on blocking due
to insufficient network resources while ignoring the blocking
caused by simultaneous connection requests.

In this paper, we develop an analytical model to investigate
the blocking caused by insufficient resources, as well as block-
ing caused by interfering connection requests. We study the
effect of both load and connection request arrival rate on the
different types of blocking, and we compare different signaling
and reservations protocols. The paper is organized as follows.
In Section II, we present an overview of the network architec-
ture and the and the signaling protocols for establishing light-
paths. Section III presents the analytical model for blocking
probability. Section IV provides numerical examples, compar-
ing the analysis with simulation results for a specific network
topology, and Section V concludes the paper.

II. PROTOCOLS

In this work, we consider a wavelength-routed optical net-
work in which there are no wavelength converters. Connection
requests arrive to the network dynamically, and for each con-
nection request, a lightpath should be established. If a lightpath
cannot be established, then the connection request is blocked.

Establishing a lightpath in a wavelength-routed network in-
volves finding a route, assigning a wavelength, and reserv-
ing resources for the lightpath. The routing and wavelength
assignment protocols can either rely on global state informa-



tion, as in link-state routing, or they can rely on local infor-
mation. It has been shown that protocols which utilize global
state information generally outperform protocols in which no
global information is available; however, global-information-
based schemes require a high degree of control overhead in or-
der to maintain the state information. If the number of nodes
and links in the network is large, or if connections are arriv-
ing and departing at a high rate, then it becomes increasingly
difficult to maintain global information, and it becomes highly
likely that some nodes will have outdated information. In such
cases, it may be preferable to utilize protocols which do not
rely on global information.

In this work, we assume shortest path routing; however, the
analysis may be extended to any fixed routing scheme. Wave-
length assignment is assumed to be random, with the wave-
length being randomly selected with uniform distribution from
among the set of feasible wavelengths along the route. The set
of feasible wavelengths consists of the wavelengths which are
available on all links in the route.

A signaling protocol is required to reserve resources along
the selected route. In this paper, we investigate a source-
initiated reservation protocol in which global information is
available, and a destination-initiated reservation protocol in
which only local information is available [4]. In source-
initiated reservation protocols, the source node sends a control
message towards the destination node along a selected route.
The control message reserves resources on links as it travels
towards the destination node. In destination-initiated reserva-
tion protocols, the source node sends a control message to-
wards the destination node, but this control message does not
reserve resources. Instead, the control message gathers wave-
length availability information on its way to the destination.
The destination, upon receiving the control message, selects a
wavelength and sends its own control message back towards
the source node along a specified route. This new control mes-
sage attempts to reserve the selected wavelength along the links
as it travels back towards the source node.

III. A NALYTICAL MODEL

We define the following parameters:

• C: Number of wavelengths.

• R: Set of routes.

• li: Theith link in a router ∈ R.

• αr: Arrival rate of connections to a router ∈ R.

• αrli : Arrival rate of connections to router which are routed
over link li.

• αli : Arrival rate of connections to linkli.

• 1
µ

: Mean holding time for a connection.

• τrli : Propagation delay on linkli of router.

• tli : Delay from time that linkli was last observed until the
time that an attempt to reserve linkli is made.

A. Blocking Due to Load

In this section, we present an analytical model for the case in
which links are assumed to be independent of each other, and
wavelengths on a link are assumed to be independent of one
another. This analysis is due to [1].

We consider the blocking on a router ∈ R which hasH
hops. If the arrival rate of connection requests to each link is
assumed to be a Poisson process with rateαli , and the con-
nection holding time is exponentially distributed with mean1µ ,
then each link can be modeled as anM/M/C/C queueing sys-
tem. The probability thatn wavelengths are occupied on link
li is then given by:

qli(n) =

1
n!

(
αli
µ

)n
∑C
j=0

1
j!

(
αli
µ

)j , (1)

and the probability thatn wavelengths are available on linkli
is:

pli(n) = qli(C − n). (2)

A connection traversingH hops will be blocked if there is
no single wavelength which is available on all of the links in
the path.

Let an(wl1 , wl2 , · · · , wlH ) be the probability thatn wave-
lengths are available along the path, given thatwli wavelengths
are available on linkli. The unconditional probability thatn
wavelengths are available along a pathr is given by:

P ravail(n) =

C∑
wl1=0

C∑
wl2=0

· · ·
C∑

wlH=0

pl1(wl1)pl2(wl2) · · · plH (wlh)an(wl1 , wl2 , · · · , wlH )(3)

The probability of a connection being blocked due to insuf-
ficient resources on a given router is then:

P rbl path = P
r
avail(0) (4)

If there are two links in the path, then:

an(wl1 , wl2) =(
wl2
n

)( n∏
i=1

wl1 − i+ 1
C − i+ 1

)
wl2−n∏

i=1

C − wl1 − i+ 1
C − n− i+ 1




if n ≤ wl1 , wl2 ≤ C andwl1 + wl2 − n ≤ C
= 1 if n = 0 and eitherwl1 = 0 orwl2 = 0

= 0 otherwise (5)

For anH hop path,

an(wl1 , wl2 , · · · , wlH ) =
wlH−1∑
k=n

an(k, wlH )ak(wl1 , · · · , wlH−1)
(6)



B. Blocking Due to Dynamic Conflicts

In a network with dynamic lightpath establishment, it is pos-
sible for connection requests to be blocked by other simultane-
ous connection requests. More generally, blocking may occur
if the connection management entity has outdated information
and makes routing or wavelength assignment decisions based
on this outdated information.

We consider the dynamic situation in which global infor-
mation is known at the time of the connection request, and
is used to determine the route and wavelength for the connec-
tion. However, the network state may change as the connection
is being established, possibly resulting in the connection be-
ing blocked. When the connection request first arrives to the
source, the source node knows exactly which wavelengths are
available along the entire path to the destination. If no wave-
lengths are available, the connection request is blocked imme-
diately; otherwise, the source node chooses one of the avail-
able wavelengths and attempts to establish the lightpath on this
wavelength. While the control message is propagating towards
the destination, it is possible that a wavelength which was avail-
able on a link at the time that the connection request arrived
has now been reserved by another connection request. In this
situation, the original connection will be blocked. The total
blocking probability for a connection on router is then:

P rblock = P
r
bl path + (1 − P rbl path)P rconflict, (7)

whereP rconflict is the probability of blocking due to a conflict-
ing connection request.

If a conflicting connection blocks the original connection on
some link li, and the conflicting connection also shares link
li+1 with the original connection, then the conflicting connec-
tion will also block the original connection on linkli+1. The
probability of blocking due to conflict is given by:

P rconflict = 1− (P l1nb) · (P l2nb|P l1nb) · (P l3nb|P l1nb, P l2nb) · · ·
(P lHnb |P l1nb, P l2nb, · · · , P lH−1nb ), (8)

whereP linb is the probability that the wavelength chosen by the
original connection is not blocked on linkli.

If the original lightpath is on router, and if an interfering
lightpath on routêr does not block the original lightpath on
link li ∈ r, r̂, then it won’t block the original lightpath on any
further links,li+1, li+2, . . . , lH .

(P linb|P l1nbP l2nb . . . P li−1nb ) =∏
r̂∈R:
li∈r̂,

l1,···,li−1 6∈r̂

Prob{lightpaths on̂r do not block} (9)

The conflicting lightpaths on routêr will not block the orig-
inal lightpath if there are no wavelengths available along route
r̂, or if there are wavelengths available along router̂, but the

conflicting lightpaths choose a wavelength other than the wave-
length chosen by the original lightpath. The conflicting light-
paths will choose a different wavelength if the wavelength cho-
sen by the original lightpath is not among the available wave-
lengths along routêr, or if the wavelength chosen by the origi-
nal lightpath is among the available wavelengths along router̂,
but the conflicting lightpaths on routêr do not choose the same
wavelength as the original lightpath.

Conflicting lightpaths on routêr can interfere with the orig-
inal lightpath if they arrived to linkli during the time it took
for the original lightpath’s control message to reach linkli. For
simplicity, we assume that a conflicting lightpath arriving on
route r̂ will always be established as long as a wavelength is
available on routêr. Thus, if there arew wavelengths available
on router̂, andn < w conflicting lightpaths arrive to routêr,
then the wavelength chosen by the original lightpath will not
be chosen by the conflicting lightpaths with probabilityw−n

w
,

assuming that the conflicting lightpaths choose a wavelength
randomly. On the other hand, ifn ≥ w conflicting lightpaths
arrive to router̂, then the wavelength chosen by the original
lightpath will always be chosen by at least one of the conflict-
ing lightpaths on routêr.

(P linb|P l1nbP l2nb . . . P li−1nb ) =∏
r̂∈R:
li∈r̂,

l1,...,li−1 6∈r̂

[
P r̂avail(0)+

C∑
w=1

P r̂avail(w) ·

(
C − w
C

+
w

C

w−1∑
n=0

e−α
r̂tli (αr̂tli)

n

n!
· w − n
w

)]
(10)

For the source-initiated reservation scheme, we assume that
the global information available to the source node is current
when the connection request is sent. Thus, the time from the
last observation of linkli until an attempt is made to reserve
link li is equal to the propagation delay from the source node
to link li on a router. This time is given bytli =

∑i−1
j=1 τ

r
lj

.
It is also possible to model the situation in which the state in-

formation at the source node is incorrect when the connection
request is sent. In this case,tli should also include the prop-
agation delay between the source node and the entity sending
the last state update as well as the time from the last received
state update to the time that the connection request is sent. We
do not consider this situation in the paper.

For a destination-initiated reservation scheme, the delay
must be measured from the time that the link was observed
when the control message propagated towards the destination
to the time that the control message attempts to reserve the
wavelength as the control message propagates back towards the
source. Thus,tli =

∑H
j=i τ

r
lj
+
∑H
k=i+1 τ

r
lk

.
Note that on the links shared by routesr̂ andr, we know that

the wavelength chosen by the original connection is available,
otherwise the original connection would have been blocked.



For example, if linkli is on both routêr andr, and if the orig-
inal connection chooses wavelengthλ1, then wavelengthλ1 is
known to be available on linkli. However, for simplicity of
analysis, we do not take this wavelength’s availability on the
shared links into consideration when calculating the probabili-
tiesP r̂avail(n) on the interfering lightpath’s route.

Another simplifying assumption in the analysis is that a con-
flicting lightpath which arrives and chooses the same wave-
length as the orignial connection will remain long enough to
block the original connection, i.e., the conflicting lightpath will
not depart before the original lightpath’s connection request
message reaches the link. With this assumption, the analysis
will tend to over-estimate the blocking probability, particularly
for very short connection holding times.

IV. N UMERICAL EXAMPLES

In this section, we compare two reservations/wavelength
assignment schemes, a source-initiated reservation scheme
in which global information is available, and a destination-
initiated reservation scheme in which no global information is
available. Routing in either case is assumed to be fixed shortest
path. For the source-initiated reservation scheme, it is assumed
that the state information available to each node is up-to-date at
the time that the connection request is initiated, and the wave-
length selection is made at the source node based on this infor-
mation.

We study the effect of simultaneous connection requests on
blocking in the network shown in Fig. 1. The link distances
are given in units of kilometers, and each link in the network
can carry eight wavelengths. Connection requests arrive to the
network according to a Poisson process with rateλ connections
per second, and connection holding times are exponentially dis-
tributed with an average holding time of1

µ
seconds.

In Fig. 2, we examine the blocking probability of both
the source-initiated reservation scheme and the destination-
initiated reservation scheme as a function of load (λ

µ ). The av-
erage holding time is kept constant at 100 ms. The results show
that the source-initiated reservation scheme in which global
link state information is available at the source node outper-
forms the destination-initiated scheme in which link state in-
formation must be collected as the control message heads to-
wards the destination. The primary reason for this difference
in performance is that, in the destination-initiated scheme, the
time between the observation of a link and the attempt to re-
serve a wavelength on the link is, on average, twice as high
as that for the source-initiated reservation scheme. This longer
time until reservation leads to a greater probability that another
connection will interfere and cause blocking.

We note that the analysis is fairly accurate for the
source-initiated reservation scheme, but less accurate for the
destination-initiated scheme. In the analysis, the blocking is
calculated in two steps. The blocking due to load is calculated
first, and this result is used to calculate the blocking due to con-
flicts. However, when connections are blocked due to conflicts,

the overall load to the system will be reduced, leading to a re-
duction in the blocking due to load. Thus, a more accurate anal-
ysis would involve iteratively calculating the blocking proba-
bilities over several steps. Since the destination-initiated reser-
vation scheme has a greater amount of blocking due to conflict,
the inaccuracy of the analysis due to this effect is greater than
that for source-initiated reservation.
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Fig. 1. Network Topology.
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Fig. 2. Blocking probability versus load.1
µ
= 100 ms.

Figure 3 shows the blocking due to load and the total block-
ing as a function of arrival rate. The overall load is kept con-
stant at either 20 or 60 Erlangs by varying the average connec-
tion holding time along with the arrival rate.

At low arrival rates, blocking is caused primarily by the load
on the network; however, as the arrival rate increases while
the offered load remains constant, the blocking due to load
doesn’t increase by much. However, the blocking due to con-
flicting connection requests increases as expected and becomes
the dominant source of blocking for networks with low loads.

As mentioned, the blocking due to load is overestimated by
the analysis. In this figure, we observe that the reduction in load
due to conflict blocking has a greater effect when the overall
load is higher, thus the analysis for blocking due to load is less
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Fig. 3. Blocking probability versus arrival rate for source-initiated reservation
scheme.

accurate for higher network loads.
We also observe that, in the analysis, the blocking due to

load doesn’t change as the arrival rate increases, whereas in the
simulation, the blocking due to load increases slightly as the
arrival rate increases. Although the offered load remains con-
stant, the actual network utilization is increasing, since con-
nections which are blocked still reserve network resources for
a short period of time, leading to a slight increase in block-
ing probability. Furthermore, during the connection setup pro-
cess when resources are being reserved, the reserved resources
will go unused for a short period of time before the connection
can begin transmitting data. This resource reservation over-
head will be higher when the connections are established for
a shorter time duration, and the number of connections being
established is higher. Thus, as the arrival rate increases and
the connection holding time decreases, the overall load in the
network will tend to increase.

Figure 4 shows the blocking as a function of arrival rate for
the destination-initiated reservation scheme. An interesting ef-
fect captured by the simulation is that, for higher loads, the
blocking due to load decreases slightly as the arrival rate in-
creases. A possible reason for this behavior is that, as a greater
number of connections are blocked due to connection request
conflicts, the actual load on the network decreases, and this de-
crease in the load is more significant that the increase in load
caused by the additional resources being reserved by connec-
tions which are eventually blocked.

V. CONCLUSION

In this paper, we presented a model for evaluating the block-
ing probability in wavelength-routed optical networks with dy-
namic lightpath establishment. The model improves on ex-
isting models by considering blocking due to load as well as
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Fig. 4. Blocking probability versus arrival rate for destination-initiated reser-
vation scheme.

blocking due to conflicts between multiple connection requests.
The improved model enables the evaluation and comparison
of various signaling and reservation schemes for establishing
lightpaths in optical networks, and illustrates how the behavior
of these schemes is affected by the connection arrival rate.

The analysis is applied to two reservation schemes, and it
is shown that a source-initiated reservation scheme in which
global information is available outperforms a destination-
initiated reservation scheme. The trade-off is that the
destination-initiated reservation scheme does not need to main-
tain global state information, leading to significantly less con-
trol overhead.

Although the model is shown to be fairly accurate under cer-
tain conditions, there are still areas in which the model can be
improved. In particular, the reduced load due to conflict block-
ing and the increased load due to reservation of resources by
connections which are eventually blocked should be taken into
consideration. The model may also be extended to consider
a wider range of connection management schemes, such as the
case in which source-initiated reservation is implemented with-
out global state information.
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