Chapter 3 – Materiality and Risk Assessment


I. MATERIALITY

A. Auditing standards provide professional guidance on materiality and audit risk when planning and performing an audit in accordance with GAAS.

B. The wording of the auditor's report recognizes both of these concepts by including the following terms:

C. Materiality:  The magnitude of an omission or misstatement of accounting information that, in the light of surrounding circumstances, makes it probable that the judgment of a reasonable person relying on the information would have been changed or influenced by the omission or misstatement.

D. Steps in Applying Materiality

1. Establish a preliminary judgment about materiality.

2. Allocate the preliminary judgment about materiality to account balances (individual line items) or class-of transactions (type of transaction).

3. Estimate the likely aggregate misstatement and compare to preliminary judgment for materiality.

E. There is no specific materiality guidance because (1) Impossible to determine the definition of “material” even among auditors; and (2) Litigation.

F. Example (Pages 88 thru 90)

II. AUDIT RISK

A. Definitions

1. Audit Risk
2. Engagement Risk:

3. Business Risk: 

B. Audit Risk Model (AR = IR * CR * DR)

1. Inherent Risk (IR):  The susceptibility of an assertion to material misstatement, assuming no related internal controls.

2. Control Risk (CR):  Risk that material misstatements will not be prevented or detected on a timely basis by the entity’s internal controls. 

3. Detection Risk (DR):  The risk that the auditor will not detect a material misstatement that exists in the financial statements. 

C. Steps in the Audit Risk Model

1. Set a planned level of audit risk for each account balance or class of transactions.

2. Assess IR and CR (Auditee Risk); Consider business risks and risks due to error or fraud. (Figure 3-2 – p.96) 

3. Solve the audit risk equation for the appropriate level of detection risk.

4. Can be quantitative or qualitative (i.e. very low, low, moderate).  You wouldn’t accept a client with high risk.

D. Quantitative Example

· Set planned audit risk for accounts receivable at .05.  Assume further that the auditor assesses inherent risk at .80 and control risk at .60.  To determine the level of detection risk for auditing accounts receivable, the audit risk model is solved:



AR = IR x CR x DR

E. Qualitative Examples on Page 97

III. ASSESSING THE ENTITY’S BUSINESS RISKS

A. Understanding of the entity and its environment

1. Nature of the entity

2. Industry, regulatory, and other external factors

3. Management

4. Governance

5. Objectives and Strategies

6. Measurement and Performance

7. Business Processes

8. Tables 3-2 and 3-3 – Page 101
B. Identify Business Risks

C. Evaluate the entity’s response to those business risks and obtain evidence of their implementation.

D. Assess the risk of material misstatement at the assertion level and determine the necessary audit procedures.

E. Documentation of the auditor’s understanding of the entity and its environment should include the following:

1. The process for obtaining an understanding of the entity and its environment.

2. Significant information related to the risks identified.

3. The response to the identified risks.

IV. ASSESSING RISK OF MATERIAL MISSTATEMENT DUE TO ERROR OR FRAUD

A. Types of Misstatements

1. Difference between the amount, classification, or presentation of a reported financial statement element, account, or item and GAAP.

2. The omission of a financial statement element, account, or item

3. A financial statement disclosure that is not presented in accordance with GAAP.

4. The omission of information required to be disclosed in accordance with GAAP. 

B. Errors:  Unintentional misstatements or omissions of amounts or disclosures:

C. Fraud:  Intentional misstatements that can be classified into two types:

1. Fraudulent Financial Reporting

2. Misappropriation of Assets

D. Conditions indicative of misstatements due to fraud

1. Management/employees have an incentive or are under pressure that provides a reason to commit fraud

2. Circumstances exist that provide an opportunity for fraud to be carried out

3. Those involved possess an attitude, character, or set of ethical values that allow them to knowingly and intentionally commit a dishonest act, or their environment imposes sufficient pressure to cause them to rationalize committing a dishonest act even though they are otherwise honest individuals

**Note:  Forgery/Collusion may conceal fraud**

E. Fraud Risk Identification Process

1. Sources of Information

· Discussion among engagement team regarding risk of misstatements due to fraud

-- Insight of experienced audit team members

-- Emphasize need for professional skepticism

· Inquire of management and others (i.e. Internal Audit and Audit Committee) 

· Consider whether fraud risk factors exist (Tables 3-6 through 3-8)

· Consider results of analytical procedures at the planning stage

F. Responding to Risk Factors

1. Based on the assessment of risk factors that affect client business risk and the risk of material misstatement, the auditor assesses inherent risk and control risk.

2. The auditor then determines the level of detection risk and designs audit procedures to respond to the risk factors identified.

3. If fraud risk factors indicate potential fraud:

G. Documentation of Auditor’s Risk Assessment

1. Discussion among engagement personnel, including how and when the discussion occurred, the audit team members who participated and the subject matter

2. Procedures performed to obtain information necessary to identify and assess the risks of material misstatement due to fraud

3. Specific risks of material misstatement due to fraud that were identified, and a description of the auditor’s response to those risks

4. If the auditor concludes that additional procedures to further address the risk of management override of controls was unnecessary, the reasons supporting the auditor’s conclusion

5. The nature of the communications about fraud made to management, the audit committee, and others (could disclose to parties outside of the entity for legal reasons)
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